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Abstract of the contribution: This contribution proposes a new Key Issue on identifying scenarios when S-NSSAIs can and cannot coexist within a single PLMN.
Discussion

During the development of normative work regarding Network Slicing in In Release 15 it was agreed to defer the issue of S-NSSAI coexistence to a further release. Although some S-NSSAI coexistence cases were identified and some solutions at both the network and the UE were proposed, it was never concluded whether existent network slice configuration procedures can be used to guarantee that all S-NSSAIs assigned to a UE within a single PLMN can coexist. 

Proposal
It is proposed to adopt the following key issue within TR23.740.
***** Start of Changes *****
5.X
Key Issue #x: Identifying scenarios when S-NSSAIs cannot coexist within a single PLMN
5.X.1
General description

Several S-NSSAI coexistence cases have been identified ranging from S-NSSAIs that require a specific SD and/or SST to cases that assume that a specific AMF is required for a particular S-NSSAI or S-NSSAIs.
Given that the UE might have stored a Configured NSSAI and/or Allowed NSSAI per PLMN (e.g., pre-configured or provided through a Registration procedure), the information stored in the UE might be sufficient to ensure that a UE requests S-NSSAIs that can coexist in a Registration Area. The following areas are expected to be addresses within this key issue:
1) Determining whether S-NSSAIs provided to a UE in the Allowed NSSAI are S-NSSAIs that can coexist at least in the Registration Area where they were provided
2) Determine whether S-NSSAIs provided to the UE in the Configured NSSAI are S-NSSAIs that can coexist at least in the PLMN for which they were provided
3) Determine whether existent functionality, used to synchronize S-NSSAIs in the Allowed NSSAI and/or Configured NSSAI between the UE and the network, are sufficient to guarantee coexistence of S-NSSAIs within the PLMN serving a UE.

4) Determine whether new SST and/or SD types are required to ensure coexistence across S-NSSAI defined in a PLMN. E.g., a new Default Set of S-NSSAIs
***** End of Changes *****
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